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1. PURPOSE

The ACI Code of Business Conduct and Ethics (the “Code”) provides guidelines for responsible business conduct. This Code describes the basic principles of conduct that ACI shares as board members, officers, and employees of ACI Worldwide (“ACI” or the “Company”). Failure to adhere to this Code may result in disciplinary action, up to and including termination.

This Code is intended to guide ACI’s Board of Directors, officers, employees, and contractors (collectively referred to herein as “Employees”) on ethical and legal standards of business conduct. In some circumstances, ACI maintains more specific policies on the topics referred to in this Code. Any questions regarding these policies, should be directed to a supervisor or the policy owner.

2. SCOPE

The Code applies to all Employees. ACI Employees shall annually review the ACI Worldwide Code of Business Conduct and Ethics and acknowledge this review per local Human Resources practice.

3. DEFINITIONS

N/A

4. POLICY CONTENT

4.1 Compliance with Laws, Rules, and Regulations

It is ACI’s policy to comply with all laws, rules, and regulations of the locations where ACI does business. No Employees of the Company shall commit an illegal or unethical act, or instruct others to do so, for any reason. If a law, rule, or regulation is unclear, or conflicts with a provision of this Code, Employees should seek advice from management or the Chief Risk Officer, but always seek to act in accordance with the ethical standards described in this Code.

The Company conducts business and employs associates in many countries around the world. As a result, ACI’s operations are subject to the laws of many countries, provinces, states and municipalities, and regional organizations such as the European Union. As a result, conflicts may exist or arise between the applicable laws of two or more countries. When Employees encounter such a conflict, it is especially important to consult the Chief Risk Officer to understand how to resolve that conflict properly.

4.2 Conflicts of Interest

ACI conducts its business affairs in the best interest of the Company and should therefore avoid situations where private interests of Employees interfere in any way with the Company’s interests or could improperly influence work, business decisions or actions. Employees need to be especially sensitive to situations that have even the appearance of impropriety or divided loyalty and promptly report them to a supervisor, or if appropriate, a more senior manager or in accordance with the Helpline Report Protection Policy (“Helpline Policy”).

If Employees believe that a transaction, relationship or other circumstance creates or may create a conflict of interest, they should promptly report this concern in the manner provided in this Code or the Helpline Policy.

4.3 Record Keeping

ACI’s financial records serve as a basis for managing the Company’s business and fulfilling responsibilities to ACI stockholders, Employees and other stakeholders. The integrity of ACI’s financial records is also important to ensure compliance with accounting, tax, public disclosure laws and regulations, and other requirements.
Individually, Employees are all responsible for recording accurate information in all Company records that are produced, such as expense reports, financial statements, and public disclosure documents. If Employees have any concerns about questionable accounting or audit matters, they should contact the Chief Risk Officer, Chief Financial Officer or the Chairperson of the Company’s Audit Committee. Employees may also submit concerns anonymously, through the third-party hotline detailed in the Helpline Policy. The Company does not tolerate any acts of retaliation for good faith reports of accounting or audit concerns.

All of ACI’s books, records, accounts, and financial statements are maintained in reasonable detail, appropriately reflect transactions, and conform both to applicable legal requirements and to the Company’s system of internal controls. Unrecorded or “off the books” funds or assets should not be maintained without approval of the Company’s Chief Financial Officer or the Head of Accounting.

The disposal or destruction of the Company’s records and files is not discretionary with any employee. The Company’s requirements for record retention are further outlined in the Company’s Record Retention Policy. In addition, when matters such as litigation (actual or threatened), government inquiries, investigations, or audits are pending or reasonably expected, the Legal Department will notify appropriate personnel so that any relevant records are not destroyed until such matter is closed, and then only in accordance with the Company’s Records Retention Policy.

ACI avoids exaggeration, derogatory remarks, guesswork, or inappropriate characterizations of people and companies in business records and communications. ACI maintains records according to the ACI Record Retention Policy. Employees shall comply with all ACI policies, and in accordance with those policies, in the event of litigation or governmental investigation, please consult the Chief Legal Officer.

4.4 Public Reporting

ACI is a publicly traded company, and as a result files reports and other documents with the Securities and Exchange Commission (SEC) and Nasdaq. ACI issues press releases and makes other public statements that include financial and other information about the Company’s business, financial condition, and results of operations. ACI endeavors to make full, fair, accurate, timely and understandable disclosure in reports and documents filed with, or submitted to, the SEC and Nasdaq and in press releases and public communications.

ACI requires cooperation and open communication with internal and outside auditors. It is illegal to take any action to fraudulently influence, coerce, manipulate or mislead any internal or external auditor engaged in the performance of an audit of ACI financial statements.

The laws and regulations applicable to filings made with the SEC, including those applicable to accounting matters, are complex. While the ultimate responsibility for the information included in these reports rest with senior management, numerous other employees participate in the preparation of these reports or provide information included in these reports.

ACI maintains disclosure controls and procedures to ensure that the information included in the reports that are filed or submitted to the SEC is collected and communicated to senior management in order to permit timely disclosure of the required information.

If Employees are requested to provide, review, or certify information in connection with ACI’s disclosure controls and procedures, they must provide the requested information or otherwise respond in an accurate and timely manner. Moreover, even in the absence of a specific request, Employees should report to their supervisor or a more senior manager any information that you believe should be considered for disclosure in ACI’s reports to the SEC.

If Employees have questions or are uncertain as to how ACI’s disclosure controls and procedures may apply in a specific circumstance, promptly contact his or her supervisor or a more senior manager. ACI wants Employees to ask questions and seek advice. Additional information regarding how to report questions or concerns (including on a confidential, anonymous basis) is included below in this Code in Section 24 “Raising Concerns or Reporting Illegal or Unethical Behavior.”
4.5 Insider Trading

Employees must always protect the Company’s confidential information, including “inside information.” “Inside information” is also known as “material, non-public information.” It is information that has not been publicly disclosed and that a reasonable investor would deem significant. Improperly disclosing inside information can result in serious financial, legal, and reputational harm to the Company.

Employees do not trade in Company stock on the basis of “inside information,” nor “tip” others who may trade in Company securities. Please refer to the Stock Trading Policy for more detailed information about policy in this area and direct any questions to the Chief Legal Officer.

4.6 Corporate Opportunities

Company resources should only be used for the Company’s benefit, not for the benefit of officers or employees, or for the benefit of a third party. Employees cannot personally take opportunities that are discovered through the use of Company property, information, or position without the prior consent of the ACI Board of Directors. Employees cannot use their position with the Company to obtain favored treatment for themselves or third parties. Employees are also prohibited from competing with the Company.

4.7 Competition and Fair Dealing

ACI outperforms its competition fairly and honestly by developing leading solutions and technology based on design and performance. ACI cannot engage in unethical or illegal business practices such as stealing proprietary information, possessing trade secret information that was obtained without the owner’s consent, or inducing disclosure of this type of information by past or present employees of other companies. Each Employee of the Company should endeavor to deal fairly with customers, suppliers, competitors, the public, and one another at all times and in accordance with ethical business practices.

Antitrust and competition laws are complex and global in reach, varying from country to country. Violating these laws can have very severe consequences not only for the Company but also for individual Employees. Always consult with the Legal department before entering into agreements, or even sharing information, with competitors or customers that may restrict competition.

4.8 Business Entertainment and Gifts

ACI recognizes that business entertainment and gifts are meant to create goodwill and sound working relationships, not to gain unfair advantage with customers or suppliers. Employees and their family members are prohibited from offering, giving, or accepting any gift or entertainment that is (a) a cash gift, (b) inconsistent with customary business practices, (c) excessive in value, (d) reasonably construed to be a bribe or payoff, and (e) violates any laws or regulations.

Any questionable gift or invitation should be discussed with a supervisor, or, if appropriate, a more senior manager. Even small gifts can create a conflict. Employees should always use their best judgment and consider how giving or accepting the gift would appear to others. For more requirements and prohibitions regarding business entertainment and gifts see the ACI Anti-Corruption Policy.

4.9 Discrimination and Harassment

ACI’s most valuable asset is the talented and dedicated Employees who work at ACI. The Company is committed to a work environment where each Employee is treated fairly and with respect, and where every Employee is given a chance to succeed.

ACI is committed to creating, managing and valuing diversity in ACI’s workforce. ACI provides equal opportunity in all aspects of employment and prohibits discrimination or harassment of any kind.

Harassment can take many forms, including physical actions, written or spoken comments, videos or pictures, and innuendo. Derogatory comments based on racial or ethnic characteristics, unwelcome
sexual advances, and similar behavior are prohibited. Please refer to the Anti-Harassment Policies in your geography as specified in the Employee Handbook for more detail.

4.10 Health and Safety

ACI strives to provide a safe and healthy work environment. ACI ensures a safe and healthy work environment by following safety and health rules and practices and promptly reporting accidents, injuries, unsafe conditions or other violations or potential violations of applicable OSHA standards (or local equivalent), to a supervisor or more senior manager.

Employees should report to work in condition to perform their duties at their best and befree from the influence of illegal drugs or alcohol. ACI does not tolerate the possession, use, or distribution of illegal drugs in the workplace.

4.11 Workplace Violence

ACI is committed to providing a safe work environment and takes proactive and preventive measures at all Company locations to reduce the risk of harm from dangerous individuals, both authorized and unauthorized to be on ACI premises. ACI provides education and information to reduce the likelihood of harm to Employees, from people who intend to inflict physical harm on ACI premises.

ACI prohibits violence or threatening behavior of any kind at any Company locations. Any Employee who engages in this kind of conduct or brings threatening materials or objects into the workplace will be subject to disciplinary action.

Each situation is unique and how to best respond to an assailant situation will be determined by the specific circumstances at the time of the event. Any action taken by ACI Employees, vendors, and visitors when faced with an assailant is a personal decision to that individual. Employees should endeavor not to place themselves or others in peril. If Employees find themselves faced with an assailant situation, remain calm and use the ACI Global Workplace Violence Policy to help formulate the best possible plan.

4.12 Confidentiality

Confidential information is one of the Company’s most valuable assets. Unauthorized use, disclosure, or distribution of confidential information is prohibited and could also be illegal, resulting in civil or even criminal penalties.

Confidential information includes proprietary information such as ACI trade secrets, patents, trademarks, copyrights, business, marketing plans, sales forecasts, engineering ideas, designs, databases, records, employee information, and unpublished financial data and reports, as well as any non-public information that might be of use to competitors or harmful to ACI, ACI’s customers or Employees if disclosed.

It also includes information that suppliers, customers, and other business partners have entrusted to ACI on a confidential basis. Employees are required not to disclose confidential information continues even after employment ends. This information should not be shared inappropriately, including on blogs, personal websites, bulletin boards, and social networking sites. Confidential information may be inadvertently disclosed in casual or social conversations, or in an innocent post on a social networking site, and it’s important to avoid such disclosures. In the event of any such disclosure, however, please promptly notify a supervisor.

ACI is obligated to protect the security and privacy of personal information collected by the Company. This includes adhering to privacy laws. Employees may also have obligations under any agreements signed with the Company, including the Employee Invention and Confidential Information Agreement or the Sales Employee Invention and Confidentiality Agreement.
4.13 Open Source Software

There is a wide variation in open source licenses and the obligations officers, employees and the Company may have under those licenses. Involvement with open source software may potentially lead to a conflict of interest with ACI and inappropriate transfer of ACI’s intellectual property rights.

Employees involved with, or who want to use, open source software are required to consult with their management and to comply with ACI’s open source participation requirements. If Employees have any questions about permitted uses of open source software, contact a member of the Legal department.

4.14 Protection/Proper Use of Company Assets

Theft, carelessness, and waste of Company assets have a direct impact on ACI’s profitability and should be avoided. Any suspected incident of fraud or theft should be immediately reported to a supervisor, or through the process described in the Helpline Policy.

4.15 Employee Privacy

Because ACI is a global organization with business processes, management structures, and technical systems that cross country borders, Employees acknowledge that, to run its business, ACI and its authorized companies may transfer personal information about them to any of the countries where ACI does business.

While not all countries have data protection laws, ACI has global policies that are intended to protect information wherever it is stored or processed. For example, access to Employees’ personal information is restricted to people who need to know.

Personal information is normally released to outside parties only with Employee approval, except that ACI and authorized companies and individuals may also release personal information to verify employment, to satisfy the legitimate requirements of a company or entity which is considering acquiring some of ACI’s business operations, or for appropriate investigatory, business, or legal reasons.

Employees who have access to personal information must ensure that the information is not disclosed in violation of ACI’s policies or practices. Personal items, messages, or information that Employees consider private should not be placed or kept anywhere in the workplace.

4.16 Electronic Communications and Information Security

The Company’s technology assets are important tools in conducting day-to-day business. Employees must understand that all documents and communications stored or transmitted using the Company’s technology resources are assumed to be business-related and Employees do not have a recognized expectation of privacy as to such information, whether or not it is marked as “personal,” “private” or “confidential.”

4.17 Anti-Corruption/Anti-Bribery

In compliance with global bribery and corruption laws, in particular the US Foreign Corrupt Practices Act and the UK Bribery Act, ACI prohibits giving or accepting anything of value, directly or indirectly, to individuals, officials of foreign governments or foreign political candidates in order to obtain or retain business. Employees can not promise, offer, accept, or deliver to any foreign or domestic government employee or official any gift, favor, or other gratuity that would be illegal. These are laws that provide significant civil and criminal penalties if an Employee or the Company is found to have violated them. See the ACI Anti-Corruption Policy for more detailed requirements and prohibitions.

4.18 Anti-Boycott

U.S. law prohibits ACI, and its subsidiaries and affiliates and their agents, from complying with or supporting a foreign country’s boycott of a country which is “friendly” to the United States. ACI is also
required to report promptly to the U.S. Government any requests to support a boycott or furnish information concerning a boycott.

If Employees hear of a boycott or receive a request to support a boycott or to provide information related to a boycott, they should contact their supervisor, or the Chief Legal Officer.

4.19 Anti-Slavery

Modern slavery is a crime and a violation of fundamental human rights. It takes various forms, such as slavery, servitude, forced and compulsory labor, and human trafficking, all of which have in common the deprivation of a person’s liberty by another in order to exploit them for personal or commercial gain. ACI is committed to ensuring there is transparency in its business and in its approach to preventing modern slavery throughout its supply chains.

If Employees believe or suspect that an act has occurred, or may occur, that could constitute a form of modern slavery, or have any concern regarding the general working conditions within any tier of ACI’s supply chains, they should report their concerns in accordance with the Anti-Slavery Policy.

4.20 Export, Import and Sanction Laws

International transactions are subject to a variety of laws and regulations such as limits on some types of exports and imports, or restrictions on doing business with certain persons or entities. These rules prohibit certain transactions and/or impose licensing or reporting requirements.

It is important for Employees to protect themselves and the Company by understanding these restrictions. Export laws cover more than just physical shipments. They also cover transfers of technical data, software or technology, or the provision of services over the internet, an extranet or an intranet; application development and delivery; e-business and e-services activities and technical assistance abroad. All involve activities that are subject to U.S. and other country export laws. ACI must comply with all export regulations and requirements.

There may be import implications in activities such as development process activity requiring international sourcing. Many countries restrict the export or import of “dual-use” items, which are items that have both a military and commercial use. Examples include encryption technology, certain high-end computers and some kinds of telecommunications equipment (e.g. satellite telephones).

Employees must consult with the Legal department before proceeding with any international transaction, shipment or import that may be covered by these laws.

4.21 Financial Interest in Other Companies

A conflict can arise if Employees have a financial interest in partners, competitors or vendors of the Company. A financial interest might include an investment in a partner/competitor company, or a family member’s stock plan at a company that does business with the Company. Employees are responsible for making sure that their investments in – or relationship with – other companies do not cause a real or apparent conflict between their personal interests and the Company’s interests.

4.22 Services to Other Companies

In their free time, Employees may wish to perform services for another company, such as helping with a family member’s new business, charity or serving on a board of directors. Any outside service should not conflict with an Employee’s duties to the Company.

4.23 Political Activities

Employees are free to engage in personal volunteer political activity and contribute personal resources to candidates and parties as permitted by law. Employees may not, however, use Company resources (e.g., money, supplies) for personal political activities.
4.24 Raising Concerns or Reporting Illegal or Unethical Behavior

In order to encourage good faith reports of illegal or unethical behavior (including violations of this Code), ACI has implemented the Helpline Policy.

4.25 Code of Ethics for the CEO & Senior Financial Officers

The Chief Executive Officer, the Chief Financial Officer, the Head of Finance, the Head of Accounting and persons performing similar functions (each individually, a “Senior Officer” and collectively, the “Senior Officers”) of ACI Worldwide, Inc. (“ACI”) have special roles to adhere to ethical conduct and integrity generally, and to promote accurate, fair and timely reporting of ACI’s financial results and condition and other information ACI releases to the public market and includes in reports filed with the Securities and Exchange Commission (“SEC”). Because of these special roles, the Senior Officials are bound by the following additional Code of Ethics (this “Senior Officer Code”) in the performance of their duties on behalf of ACI:

- Act with honesty and integrity, avoiding actual or apparent conflicts of interest in personal and professional relationships, including disclosure to the Chairperson of the Audit Committee of any material transaction or relationship that reasonably could be expected to give rise to such a conflict.

- Provide information within the scope of his or her duties in a manner which promotes full, fair, accurate, timely, and understandable disclosure in reports and documents that ACI files with, or submits to, government agencies and in ACI’s other public communications.

- Act in good faith in order to promote ACI’s compliance with applicable rules and regulations of foreign, federal, state, provincial and local governments, and other appropriate private and public regulatory agencies.

- Act in good faith, responsibly, with due care, competence, and diligence, without misrepresenting material facts or allowing one’s independent judgment to be subordinated.

- Respect the confidentiality of information acquired in the course of one’s work except when authorized or otherwise legally obligated to disclose it, and not use confidential information acquired in the course of one’s work for personal advantage.

- Proactively promote and be an example of ethical behavior.

- Achieve responsible use of and control over all assets and resources employed or entrusted.

- Promptly report to the person or persons identified below any conduct that the individual believes to be, or would give rise to, a violation of this Senior Officer Code.

Each Senior Officer will be held accountable for his or her adherence to this Senior Officer Code. Failure to comply with this Senior Officer Code, including reporting any suspected violations, may result in disciplinary action, up to and including termination of employment. Violations of this Senior Officer Code may also constitute violations of law and may result in civil and criminal penalties for the Senior Officer and/or the Company.

Any suspected violation of this Senior Officer Code shall be reported to the Chief Legal Officer of ACI or the Audit Committee of the Board of Directors. Alternatively, suspected violations of this Senior Officer Code may be reported pursuant to the Helpline Policy.

5. POLICY COMPLIANCE

All Employees are expected to comply with all of the provisions of this Code, and the Company recognizes the need for this Code to be applied equally to everyone it covers. The Code will be strictly enforced throughout the Company and violations will be dealt with immediately. Violations of the Code that involve illegal behavior will be reported to the appropriate authorities. Failure to adhere to this Code may result in disciplinary action, varying from reprimand to dismissal.
Retaliation against any employee for good faith reporting of violations of this Code is strictly prohibited. Any such retaliation will be treated as a serious violation of this Code.

6. POLICY EXCEPTIONS

Only ACI’s Board of Directors or a committee of the ACI Board of Directors may waive a provision of this Code for ACI executive officers or directors. Any such waiver granted, along with the reasons for the waivers, will be publicly disclosed by appropriate means. Complying with this Code by obtaining permission where required will not be deemed to be a waiver of any provision of this Code for purposes of this paragraph.

Waivers of this Code for any other employee may be made only by the Risk and Compliance Steering Committee, and then, it will only approved under special circumstances.

7. REVIEW OF POLICY AND PROCEDURES

This Policy is required to be reviewed and approved on an annual basis by the Policy owner. ACI reserves the right to modify this policy and all procedures associated with this policy, in its sole discretion, at any time.

8. REFERENCE DOCUMENTS

The following policies or handbooks are referenced:

- ACI Helpline Report Protection Policy - Establishes protection of employees who have reported suspected wrongdoing to prevent retaliation in concert with whistleblower protection laws.
- Anti-Corruption Policy - Establishes prohibition of any unlawful business interactions involving bribery, improper payments, or corruption.
- Anti-Slavery Policy – Governs rules around prohibiting modern slavery in any company or supply chain interaction.
- Employee Handbook – Contains protocol on proper employee conduct, including guidance on anti-harassment policies
- Stock Trading Policy – Covers trading of ACI securities by employees, contractors, consultants, and board members.
- Record Retention Policy - Establishes the record retention period based on type of records and legal or compliance guidelines that dictate the length of time and disposal.